
 

 

 

 

 

 

 

   

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

PLAYABLE APS 
INDEPENDENT AUDITOR’S ISAE 3000 ASSURANCE REPORT FOR THE PERIOD 1 

JANUARY TO 31 DECEMBER 2023 ON THE DESCRIPTION OF THE PLAYABLE 

PLATFORM AND RELATED TECHNICAL AND ORGANISATIONAL MEASURES AND 

OTHER CONTROLS AND THEIR DESIGN RELATING TO PROCESSING AND PROTEC-

TION OF PERSONAL DATA IN ACCORDANCE WITH THE EU GENERAL DATA PRO-

TECTION REGULATION.DANISH ACT ON SUPPLEMENTARY PROVISIONS 

 
 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: D
SB

J2
-B

PT
CG

-V
FT

5Z
-S

IT
N

5-
CG

H
LQ

-Z
E5

7Y



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 
 

ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

 

CONTENTS 

1. INDEPENDENT AUDITOR’S REPORT .....................................................................2 

2. PLAYABLE APS’ STATEMENT .............................................................................5 

3. PLAYABLE APS DESCRIPTION OF THE SERVICE ........................................................7 

Playable ApS ................................................................................................ 7 

Service and processing of personal data ................................................................ 7 

Management of the security of personal data ......................................................... 8 

Risk Assessment ............................................................................................ 9 

Technical and Organisational Security Measures and Other Controls ............................. 10 

Changes during the period from 1 January to 31 December 2023. ................................ 14 

Complementary controls with the Controller ........................................................ 14 

4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND THE RESULT OF TESTS .......... 15 

Control area A ............................................................................................ 17 

Control area B ............................................................................................ 19 

Control area C ............................................................................................ 28 

Control area D ............................................................................................ 33 

Control area E ............................................................................................ 34 

Control area F ............................................................................................ 35 

Control area H ............................................................................................ 37 

Control area I ............................................................................................. 38 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: D
SB

J2
-B

PT
CG

-V
FT

5Z
-S

IT
N

5-
CG

H
LQ

-Z
E5

7Y



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 
 

ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

1. INDEPENDENT AUDITOR’S REPORT 

INDEPENDENT AUDITOR’S ISAE 3000 ASSURANCE REPORT FOR THE 1 JANUAR TO 31 DECEMBER 2023 

ON THE DESCRIPTION OF THE PLAYABLE PLATFORM AND RELATED TECHNICAL AND ORGANISATIONAL 

MEASURES AND OTHER CONTROLS AND THEIR DESIGN AND OPERATING EFFECTIVENESS RELATING TO 

PROCESSING AND PROTECTION OF PERSONAL DATA IN ACCORDANCE WITH THE EU GENERAL DATA PRO-

TECTION REGULATION AND THE DANISH ACT ON SUPPLEMENTARY PROVISIONS 

 

 

To:  The Management of Playable ApS 

 Playable ApS’ Customers 
 

Scope 

We have been engaged to report on Playable ApS’ (the Data Processor) description in section 3 of the 

Playable platform and Playable and the related technical and organisational measures and other controls, 

relating to processing and protection of personal data in accordance with the Regulation of the European 

Parliament and of the Council on the protection of natural persons with regard to the processing of per-

sonal data and on the free movement of such data (the EU General Data Protection Regulation) and the 

Danish Act on Supplementary Provisions to the Regulation (Danish Data Protection Act), and on the design 

and operating effectiveness of the technical and organisational measures and other controls related to the 

control objectives stated in the description for the period 1 January to 31 December 2023. 

 

The Data Processor’s Responsibilities 

The Data Processor is responsible for preparing the statement in section 2 and the accompanying descrip-

tion including the completeness, accuracy, and method of presenting the statement and the description. 

Furthermore, the Data Processor is responsible for providing the services covered by the description; stat-

ing the control objectives; and designing, implementing and effectively operating controls to achieve the 

stated control objectives. 

 

Auditor’s Independence and Quality Control 
We have complied with the requirements of independence and other ethical requirements of the Interna-

tional Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA 

Code), which are based on the fundamental principles of integrity, objectivity, professional competence, 

and due diligence, confidentiality, and professional conduct, as well as ethical requirements applicable in 

Denmark. 

 

BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 

which requires the firm to design, implement and operate a system of quality management including poli-

cies or procedures regarding compliance with ethical requirements, professional standards and applicable 

legal and regulatory requirements. 

 

Auditor’s Responsibilities 
Our responsibility is to express an opinion on the Data Processor’s description in section 3 and on the de-
sign and operating effectiveness of the controls related to the control objectives stated in the description, 

based on our procedures. 

 

We conducted our engagement in accordance with the International Standard on Assurance Engagements 

3000, “Reports Other Than Audits or Reviews of Historical Financial Information”. That standard requires 
that we plan and perform our procedures to obtain reasonable assurance about whether, in all material 

respects, the description is fairly presented, and the controls are appropriately designed.  

 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 

Data Processor involves performing procedures to obtain evidence about the disclosures in the Data Pro-
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cessor’s description and about the design and operating effectiveness of the controls. The procedures se-

lected depend on the auditor’s judgment, including the assessment of the risks that the description is not 
fairly presented, and that controls are not appropriately designed or operating effectively. Our procedures 

included testing the operating effectiveness of those controls that we consider necessary to provide rea-

sonable assurance that the control objectives stated in the description were achieved. An assurance en-

gagement of this type also includes evaluating the overall presentation of the description, the appropri-

ateness of the objectives stated therein, and the suitability of the criteria specified by the Data Processor 

and described in section 2. 

 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 

opinion.  

  

Limitations of Controls at a Data Processor 

The Data Processor’s description is prepared to meet the common needs of a broad range of data control-
lers and may not, therefore, include every aspect of the use of Playable platform and Playable, that each 

individual Controller may consider important in their own environment. Also, because of their nature, con-

trols at a Data Processor may not prevent or detect all breaches of the personal data security. Further-

more, the projection of any evaluation of the operating effectiveness of controls to future periods is sub-

ject to the risk that controls at a data processor may become inadequate or fail.  

 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Data Processor’s statement in section 2. In our 
opinion, in all material respects: 

 

 

a. The description presents fairly Playable platform and the related technical and organisational 

measures and other controls, relating to processing and protection of personal data in accordance 

with the EU General Data Protection Regulation and the Danish Data Protection Act, as designed 

and implemented for the period 1 January to 31 December 2023. 

 

b. The technical and organisational measures and other controls, relating to the control objectives 

stated in the description were appropriately designed for the period 1 January to 31 December 

2023.  

 

c. The technical and organisational measures and other controls tested, which were those necessary 

to provide reasonable assurance that the control objectives stated in the Description were 

achieved, operated effectively throughout the period from 1 January to 31 December 2023. 

 

 

Description of Test of Controls   

The specific controls tested, and the results of those tests are listed in section 4.  
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Intended Users and Purpose 

This report is intended solely for data controllers who have used Playable platform, and who have a suffi-

cient understanding to consider it along with other information, including information about the technical 

and organisational measures and other controls operated by the data controllers themselves when as-

sessing whether the requirements of the EU General Data Protection Regulation and the Danish Data Pro-

tection Act have been complied with.  

 

 

Copenhagen, 16. January 2024 

 

BDO Statsautoriseret Revisionsaktieselskab 

 

 

 

Nicolai T. Visti Mikkel Jon Larssen 

Partner, State Authorised Public Accountant Partner, Chef for Risk Assurance, CISA, CRISC 
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2. PLAYABLE APS’ STATEMENT 

 
Playable ApS processes personal data in relation to Playable platform and to our customers, who are Data 
Controllers according to the Regulation of the European Parliament and of the Council on the protection 
of natural persons with regard to the processing of personal data and on the free movement of such data 
(the EU General Data Protection Regulation) and the Danish Act on Supplementary Provisions (the Danish 
Data Protection Act). 
 

The description has been prepared for Data Controllers who have used Playable platform and Playable, 

and who have a sufficient understanding to consider the description along with other information, includ-

ing information about the technical and organisational measures and other controls operated by the data 

controllers themselves in assessing whether the requirements of the EU General Data Protection Regula-

tion and the Danish Data Protection Act have been complied with.  
 
Playable ApS uses sub-processors. This sub-processor’s relevant control objectives and related technical 
and organisational measures and other controls are not included in the accompanying description.  
  

Playable ApS confirms that the accompanying description in section 3 fairly presents Playable platform 

and the related technical and organisational measures and other controls for the period 1 January to 31 

December 2023. The criteria used in making this statement were that the accompanying description: 

  

1. Presents Playable platform, and how the related technical and organisational measures and other 

controls were designed and implemented, including:   

• The types of services provided, including the type of personal data processed. 

• The processes in both IT systems and business procedures applied to process personal data 

and, if necessary, correct and delete personal data as well as limiting the processing of per-

sonal data. 

• The procedures used to ensure that data processing has taken place in accordance with con-

tract, instructions, or agreement with the data controller. 

• The procedures ensuring that the persons authorised to process personal data have committed 

to confidentiality or are subject to an appropriate statutory duty of confidentiality. 

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 

controller, all personal data are deleted or returned to the data controller unless retention of 

such personal data is required by law or regulation.   

• The procedures supporting in the event of breach of personal data security that the data con-

troller may report this to the supervisory authority and inform the data subjects.  

• The procedures ensuring appropriate technical and organisational safeguards in the processing 

of personal data in consideration of the risks that are presented by personal data processing, 

such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or ac-

cess to personal data transmitted, stored, or otherwise processed.  

• The controls that we, with reference to the delimitation of Playable platform would have 

been designed and implemented by the data controllers, and which, if necessary to achieve 

the control objectives, are identified in the description. 

• The other aspects of the control environment, risk assessment process, information systems 

and communication, control activities and monitoring controls that are relevant to the pro-

cessing of personal data.   
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2. Includes relevant information on changes in Playable platform and the related technical and organ-

isational measures and other controls throughout the period.  

 

3. Does not omit or distort information relevant to the scope of Playable platform and the related 

technical and organisational measures and other controls described while acknowledging that this 

description is prepared to meet the common needs of a broad range of data controllers and may 

not, therefore, include every aspect of Playable platform that the individual data controllers might 

consider important in their environment. 

 

Playable ApS confirms that the technical and organisational measures and other controls related to the 

control objectives stated in the accompanying description were suitable designed for the period 1 January 

to 31 December 2023. The criteria we used in making this statement were that: 

 

1. The risks threatening achievement of the described control objectives were identified. 

 

2. The identified controls would, if operated as described, provide reasonable assurance that those 

risks did not prevent the stated control objectives from being achieved. 

 

3. The controls were applied consistently as designed, including manual controls were performed by 

persons with appropriate competencies and rights, in the entire period from 1 January to 31 De-

cember 2023. 

 

 

Playable ApS confirms that appropriate technical and organisational measures and other controls were im-

plemented and maintained to comply with the agreements with data controllers, good practices for the 

data processing of data and relevant requirements for Data Processors in accordance with the EU General 

Data Protection Regulation and the Danish Data Protection Act.  

 

 

Aarhus, 16. January 2024 

 

Playable ApS 

 

 

 

 

Marianne Pharsen 

COO 
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3. PLAYABLE APS DESCRIPTION OF THE SERVICE 

PLAYABLE APS 

Playable is a Danish-owned company developing and operating the “Playable platform”. Playable’s HQ is 
in Aarhus, Denmark with an additional sales office in Copenhagen, Denmark. Playable has three sales of-

fices outside Denmark, companies located in Amsterdam, Netherlands and London, United Kingdom and a 

branch in Espoo, Finland (outside scope of ISAE3000). 

 

Playable have approx. 75 employees who are specialised within system development, support, sales, mar-

keting, and information security. They are organised in a development department, an operation and sup-

port department, a sales department, and a marketing department as well as a finance and legal depart-

ment. 

 

The finance and legal department controls Playables’s security of personal data in relation to the pro-
cessing that Playable handles on behalf of their clients, including entering into data processor agree-

ments, replying to inquiries from the data controller, communication of personal data breach, compliance 

with internal policies and procedures, etc. 

SERVICE AND PROCESSING OF PERSONAL DATA 

The nature and extent of the Services 

The Playable platform is a SAAS platform (app.leadfamly.com) provided by Playable to the Customer 

which is specified in the License Agreement between the parties. 

 

The Playable platform 

The Playable platform allows Customers to build campaigns using gamification. Gamification is defined as 

adding elements of game play (e.g., point scoring, competition with others, rules of play) to other areas 

of activity, and it is used as an online marketing technique to encourage engagement with a product or 

service. 

 

The Playable platform has more than 25 different game concepts which includes a personality test, 

scratch card and wheel of fortune etc. The games are built and customised in the Playable platform by the 

Customer, but additional assistance from Playable can be purchased. The Playable platform has a large 

variety of features, both visual and integration-wise.  

 

Data      

Playable processes personal data on behalf of their clients, Playable is the Data Processor when they pro-

vide the Playable platform for the Customer who is Data Controller. Playable has entered into data pro-

cessing agreements with the Controllers on this processing. 

 

It is possible to collect data from the persons engaging with the campaigns built in the Playable platform. 

It is the Customer who decides which data to collect via the Playable platform, but it is usually data such 

as name and email address of the participant of the campaign game. 

 

Playable has a high standard regarding data security and the company is ISO27001-certified. Playable uses 

Amazon Web Services in Ireland for hosting, and data is not transferred outside of the EU. 
 

The personal data being processed fall within article 6 of the General Data Protection Regulation on ordi-

nary personal data and may include personal name, e-mail, telephone number for identification, as well 

as in a few cases, confidential information, such as personal identification number included in article 11 

(2) of the General Data Protection Regulation. It is the Data Controller who decides which information to 

process via the Playable Platform, however, an IP address will always be processed.  
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Integration and data transfer 

Playable supports a large variety of integrations, including Hubspot, Salesforce, as well as integrations for 

statistical, storage and other purposes. The integration is usually made with the Customers own API or a 

WebHook. 

 

Support 

All inquiries should be sent to support@playable.com or through the chat in the platform. Playable pro-

vides operating support in the platform 8:00 – 21:00 GMT+1 during weekdays. If support is required in ad-

dition to this, it is individually priced. 

 

More information 

Information can be found at Playable website.  

MANAGEMENT OF THE SECURITY OF PERSONAL DATA 

Playable has prepared requirements for establishing, implementing, maintaining, and improving a manage-
ment system for the security of personal data, which ensure compliance with the concluded agreements 
with the Controllers, good data processor practice, and relevant requirements for Data Processors in ac-
cordance with the General Data Protection Regulation and the Data Protection Act. 
 
The technical and organisational security measures and other controls for protection of personal data are 
designed in accordance with the risk assessments and implemented to ensure confidentiality, integrity, 
and accessibility together with compliance with current data protection legislation. Security measures and 
controls are wherever possible automated and technically supported by IT systems. 

 
Management of the security of personal data and the technical and organisation security measures and 
other controls are structured in the following key areas, for which control objectives and control activities 
have been defined: 
 

DATA PROCESSOR AGREEEMENT CONTROL AREA ARTICLE 
Control area A 
Procedures and controls are complied with to en-
sure that instructions regarding the processing of 
personal data are complied with in accordance 
with the incoming data processor agreement. 

● Entering into a data processor agree-
ment with the Controller 

● Instruction for processing of personal 
data 

● Compliance with instruction for pro-
cessing of personal data 

● Communication of unlawful instruction 
to the controller  

● Art. 28, stk. 3 
● Art. 28, stk. 3, litra a 
● Art. 29 
● Art. 32, stk. 4 
● Art. 28, stk. 10 
● Art. 28 3, litra h 

Control area B 
Procedures and controls are followed, which en-
sure that the data processor has implemented 
technical measures to ensure relevant processing 
security. 

● Risk Assessment 
● Contingency plans in case of physical or 

technical incidents 
● Physical access control 
● Logical access control 
● Remote workplaces and remote access 

to systems and data 
● External communication connections 
● Encryption of personal data 
● Firewall 
● Anti-virus program 
● Vulnerability scanning and penetration 

testing. 
● Back-up and re-establishment of data 
● Logging in systems, databases, and net-

work, including logging of application of 
personal data. 

● Monitoring 
● Testing, assessment, and evaluation of 

the efficiency of the technical and or-
ganisational security measures 

● Information security in development and 
changes 

● Segregation of development, test, and 
production environments 

● Personal data in development and test 
environments 

● Support assignments 

● Art. 28 (3)(c) 
● Art. 25 

Control area C ● Information Security Policy ● Art. 28(1) 
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DATA PROCESSOR AGREEEMENT CONTROL AREA ARTICLE 
Procedures and controls are followed, which en-
sure that the data processor has implemented or-
ganizational measures to ensure relevant pro-
cessing security. 

● Review of the information security pol-
icy 

● Organisation of information security pol-
icy 

● Recruitment of employees 
● Resignation of employees 
● Training and instruction of employees 

processing personal data. 
● Awareness and information campaigns 

for employees 
● Confidentiality and secrecy agreement 

with employees 
● Obligations of security of processing and 

impact assessments. 
● Audit and inspection 
● Records of processing activities 
● Storage of the record 
● The Danish Data Protection Agency's ac-

cess to the record 

● Art. 28 (3)(b) 
● Art. 28 (3)(f) 
● Art. 28 (3)(h) 
● Art. 30 (2), (3) and (4) 
● Art. 33 (2) and (5) 
● Art. 38 
● Art. 39  

Control area E 
Procedures and controls are followed, which en-
sure that the data processor only stores personal 
data in accordance with the agreement with the 
data controller. 

● Storage of personal data ● Art. 28 (3)(c) 

Control objectives F 
Procedures and controls are followed, which en-
sure that only approved sub-data processors are 
used, and that the data processor, by following 
up on their technical and organisational measures 
to protect the data subjects' rights and the pro-
cessing of personal data, ensures satisfactory pro-
cessing security. 

● Sub data processor agreement and in-
struction 

● Approval of sub data processors 
● Changes to approved sub data proces-

sors. 
● Overview of approved sub data proces-

sors 
● Supervision of sub data processors 

 

● Art. 28 (2) and (4) 

Control area H 
Procedures and controls are followed, which en-
sure that the data processor can assist the data 
controller with the provision, correction, dele-
tion, or restriction of information on the pro-
cessing of personal data to the data subject. 

● The data subject’s rights ● Art. 28 (3)(e) 
 
 
 
 

Control area I 
Procedures and controls are followed to ensure 
that any security breaches can be handled in ac-
cordance with the data processor agreement en-
tered into. 

● Communication of personal data breach 
● Identification of personal data breaches 
● Registration of personal data breaches 
● Assisting the data controller with han-

dling personal data breaches 

● Art. 33 (2) 
● Art. 28 (3)(f) 

 

RISK ASSESSMENT 

It is Management’s responsibility to take initiatives to address the threat scenario that Playable is facing 
at all times, so that the security measures and controls introduced are appropriate, and the risk of per-
sonal data breach, is reduced to a proper level.  
 
The appropriate level of security is assessed on a current basis. The assessment takes into consideration 
risks relating to the accidental or unlawful destruction, loss or alteration of personal data, or unauthorised 
disclosure of or access to personal data, which is transmitted, stored, or otherwise processed.  
 
An annual risk assessment is performed as the basis of updating of the technical and organisational secu-
rity measures and other controls. The risk assessment illustrates the probability and consequences of inci-
dents that may threaten the security of personal data and thereby natural persons’ rights and freedoms, 
including incidental, intentional, and unintentional events. The risk assessment considers the actual tech-
nical level and implementation costs. 
 
Playable conducts two different risk assessments, where one has the company’s data processing as its fo-
cus. The second assessment focuses on the company. 
 
The first risk assessment focuses on the Playable platform and the data processed via the platform (Data 
for which Playable is processor) and serves to document the organisation’s risk-based approach for select-
ing technical and organisational security measures to ensure and be able to demonstrate that the pro-
cessing is performed in accordance with the Regulation (EU) 2016/679 of the European Parliament and of 
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the Council of 27 April 2016 on the protection of natural persons in connection with the processing of per-
sonal data and on the free exchange of such information which entered into force on May 24, 2016, and 
applied on May 25, 2018 (the ”GDPR”), article 24 inter alia.  

Therefore, purpose of the risk assessment is to ensure that the procedures and the technical and organisa-
tional security measures implemented match the risks and the likelihood and severity for the rights and 
freedoms of the data subjects when the Playable platform processes personal data. Existing and already 
implemented security measures have been considered in the assessment of the relevant risk and threat 
categories. We refer to this for a more detailed explanation.  

The risk assessment is updated at least once a year, or when relevant.  

The second risk assessment describes and evaluates the company’s risks regarding all relevant areas in the 
business units, such as the IT security, physical security, the employees’ risk etc. This risk assessment will 
complement the above-mentioned risk assessment regarding the documentation of the risk assessments of 
the threat scenarios in Playable. 

TECHNICAL AND ORGANISATIONAL SECURITY MEASURES AND OTHER CONTROLS 

The technical and organisational security measures and other controls concern all processes and systems, 
which process personal data on behalf of the Controller. The control objectives and control activities 
stated in the control schedule are an integral part of the subsequent description. 

The Data Processor's guarantees 

Playable has introduced policies and procedures ensuring that Playable can provide the sufficient guaran-
tees for completing appropriate technical and organisational security measures in such a way that the pro-
cessing complies with the requirements of the General Data Protection Regulation and ensures protection 
of the data subject's rights. Playable has established an organisation of the security of personal data as 
well as prepared and implemented an information security policy approved by Management, which is re-
viewed and updated on an ongoing basis. Procedures for recruiting and resignation of employees as well as 
guidelines for training and instruction of employees’ processing personal data, including completion of 
awareness and information campaigns, exist. 

Data processor agreement 

Playable has introduced policies and procedures for entering into data processor agreements, which en-
sure that Playable in relation to the client contract enters into a data processor agreement, which states 
the terms for processing of personal data on behalf of the Controller. Playable applies a template for data 
processor agreements in accordance with the services to be provided, including information on the use of 
sub-processors. The data processor agreements are digitally signed and stored electronically. 

Instruction for processing of personal data 

Playable has introduced policies and procedures ensuring that Playable acts according to the instruction 
given by the Controller in the data processing agreement. The instruction is maintained with procedures 
instructing employees in how processing of personal data must be done, including who at the Controller 
may give binding instructions to Playable. Moreover, the procedures ensures that Playable informs the 
Controller when their instructions are not perceived to be following data protection legislation. 

Sub-processors 

Playable has introduced policies and procedures which ensure that sub-processors are assigned the same 
data protection obligations as stated in the data processor agreement between the Controller and Playa-
ble and that the sub-processor may give sufficient guarantees to protection of personal data. Procedures 
ensure that the Controller gives a preceding specific or general written approval of sub processors, includ-
ing changes of approved sub processors are controlled. 
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Playable assesses the sub processor and their guarantees, before an agreement is entered into, to ensure 
that the sub-processor will be able to comply with the obligations assigned Playable. Playable monitors 
their sub processor on an annual basis based on a risk assessment of the specific processing of personal 
data by obtaining SOC2 auditor reports type 2, or similar documentation. 

Confidentiality and professional secrecy 

Playable has introduced policies and procedures ensuring confidentiality at the processing of personal 
data. All employees at Playable has committed to confidentiality by signing an employment contract con-
taining terms of secrecy and confidentiality. 

Technical and organisational security measures 

Risk Assessment 

Playable has completed the technical and organisational security measures based on an assessment of risk 

in connection to confidentiality, integrity, and availability. Please refer to separate section about this. 

 

Contingency plans 

Playable has established contingency plans, thus, Playable can re-establish the availability of and access 

to personal data in due time in case of physical and technical events. Playable has established emergency 

preparedness, which takes effect in these cases. Organisation of an emergency preparedness group is es-

tablished and guidelines for activation of the emergency preparedness has been introduced. 

 

Playable has designed contingency plans and plans for re-establishment of systems and data, which among 

other things ensure person independence in connection with activation of the emergency preparedness 

and the re-establishment. The plans are revised on a current basis in connection with changes to systems, 

etc. 

 

Storage of personal data 

Playable has introduced procedures ensuring that personal data are solely stored in accordance with the 

contract with the Controller and the list of locations in the accompanying data processing agreement.   

 

Physical access control 

Playable has introduced procedures ensuring that rooms are protected against unauthorised access. Only 

persons with a work-related or other legitimate need have access to the rooms, and special security 

measures have been taken for areas, where personal data is processed. Clients, suppliers, and other visi-

tors must be registered and escorted. 

 

Physical security 

Playable has introduced procedures to control that servers are protected from unauthorized access, dam-

age, outages, and similar incidents by special security measures used by the sub-processor. Servers are 

thus stored in a specially designed server room with physical and electronic access control and logging of 

accesses. The server room is protected against environmental threats such as fire, water intrusion, mois-

ture, overheating, power failure and over-voltage. Systems for environmental protection of operating fa-

cilities are serviced and maintained on an ongoing basis in accordance with the regulations of the respec-

tive suppliers. The operating environment is monitored. 

 

Logical access security 

Playable has introduced procedures ensuring that access to systems and data are protected by an authori-

sation system. User is set up with unique user identification and password, and user identification is used 

in connection with allocation of resources and systems. All allocation of rights in systems is based on a 

work-related need. An assessment of the users’ continued work-related need for access is reviewed at 

least once annually, including relevancy and correctness of allocated user rights. Procedures and controls 

support the process of creating, changing, and terminating users and allocated rights as well as review 

hereof. 
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ISAE 3000 ASSURANCE REPORT   

The design of rules for i.a. length, complexity, regular changes to and history of password follows best 

practice for a secure logical access control. Technical measures have been established to support these 

rules with Single Sign on with 2FA for persons with access to personal data.  

 

Remote workplaces and remote access to systems and data  

Playable has introduced procedures ensuring that access from workplaces outside Playable premises and 

remote access to systems and data take places through VPN connections when working on server environ-

ments. 

 

External communication connections 

Playable has introduced procedures to ensure that external communications connections are secured with 

strong encryption and that email and other communications containing sensitive personal information are 

encrypted in the transmission using TLS minimum 1.2. 

 

Encryption of personal data 

Playable has introduced procedures ensuring that databases containing personal data are encrypted with 

AES 256 at rest and that the same apply for back-up copies. 

 

Playable has introduced procedures ensuring that no personal data is stored on personal unit. 

 

Algorithms and levels of encryption used for encryption of units, servers, and data are risk assessed on a 

current basis according to the current threat level.  

 

Firewall 

Playable has introduced procedures ensuring that traffic between the internet and the network is con-

trolled by a firewall. External access by means of ports in the firewall is limited wherever possible, and 

access rights are allocated through actual ports for specific segments. Workstations uses firewall. 

 

Network security 

Playable has introduced procedures ensuring that networks in relation to use and security are divided into 

several virtual networks (VLAN), in which traffic between the individual virtual networks are controlled by 

firewalls. Servers with incorporated firewalls use this to ensure that access is only given to necessary ser-

vices.  

 

Anti-virus program 

Playable has introduced procedures ensuring that units with access to networks and applications are pro-

tected against virus and malware. Antivirus programmes and other protective systems are continually up-

dated and adjusted in relation to the actual threat level, and an ongoing monitoring of these systems has 

been set up, including periodical testing for functionality. 

 

Vulnerability scanning 

Playable has introduced procedures ensuring that a periodic port scanning for the purpose of identifying 

and prevent technical vulnerabilities in the infrastructure, thus, losses of confidentiality, integrity, and 

accessibility of systems and data are avoided. Vulnerability scans are performed by third party twice a 

year. 

 

Penetration test 

Playable has introduced procedures ensuring that a penetration test for the purpose of identifying and 

prevent technical vulnerabilities in the infrastructure, thus, losses of confidentiality, integrity, and acces-

sibility of systems and data are avoided. Penetration tests are performed by third party once a year. 
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ISAE 3000 ASSURANCE REPORT   

Back-up and re-establishment of data 

Playable has introduced procedures ensuring that systems and data are backed up to prevent loss of data 

or loss of accessibility in the event of critical failures. Back-ups are protected with both physical and logi-

cal security measures, which prevent data from falling into the hands of unauthorised persons or that 

back-ups are destroyed by fire, water, malicious damage, or accidental damage.  

Back-up is taken daily and saved for 14 days. 

 

Maintenance of system software 

Playable has introduced procedures ensuring that system software is updated regularly according to the 

suppliers’ directions and recommendations. Procedures for Patch Management include operating systems, 
critical services and software installed on servers and workstations.  

 

Logging in systems, databases, and network 

Playable has introduced procedures ensuring that logging is set up in accordance with legislative require-

ments and business needs, based on a risk assessment of systems and the actual security alert status. The 

scope and quality of log data are sufficient to identify and demonstrate possible unauthorised use of sys-

tems or data, and log data is examined on a current basis for applicability and abnormal conduct. Log data 

is secured against loss and erasure. 

 

Monitoring 

Playable have introduced procedures ensuring that continuing monitoring of systems and technical secu-

rity measures introduced.  

 

Testing, assessment, and evaluation 

Playable has introduced procedures for regular testing, assessment, and evaluation of the efficiency of the 

technical and organisational security measures for ensuring the processing security. 

Data protection by design and by default 

Playable has introduced policies and procedures for developing and maintaining the Playable platform, 
which ensure a controlled change of process. A change management system for controlling development 
and change tasks is applied, and every task follows a uniform process initiated by a risk assessment in ac-
cordance with the requirements of data protection by design and by default.  
 
Development, testing, and production environments are separate, and segregation of duties is established 
between employees in the development department and the operation and support department. Each de-
velopment and change task pass through a testing cycle and dummy-data are applied as test data. Proce-
dures are introduced for version control, logging, and back-up. Thus, it is possible to reinstall previous 
versions. 

Deletion and return of personal data. 

System design is that Controllers must download all personal data in the “Playable platform” at the end of 

a campaign. If a controller terminates a contract Playable has no personal data to delete or return.        

Assistance to the Controller 

Playable has introduced policies and procedures ensuring that Playable can assist the Controller in comply-

ing with their obligation to reply to requests on executing the data subjects’ rights. This is among other 
things done via a GDPR interface incorporated in the Playable platform. 

 

Playable has introduced policies and procedures ensuring that Playable can assist the Controller in ensur-

ing compliance with the obligations of article 32 on security of processing, article 33 on notification and 

communication of personal data breach, and article 34 - 36 on data protection impact assessment. 

 

Playable has introduced policies and procedures ensuring that Playable can provide to the Controller all 

information necessary to demonstrate compliance with the requirements of the Data Processors. Besides, 
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ISAE 3000 ASSURANCE REPORT   

Playable allows and assists in audits, including inspections performed by the Controller or others, who are 

authorised to do this by the Controller. 

Records of processing activities 

Playable has introduced policies and procedures ensuring that a record is kept of categories of processing 

activities performed on behalf of the Controller. The record is updated regularly and controlled during the 

annual review of policies and procedures, etc. The record is stored electronically and can be provided to 

the supervisory authority, by request.  

Communication of personal data breach 

Playable has introduced policies and procedures ensuring that personal data breaches are registered with 

detailed information about the event and that the Controller communicates without undue delay after 

Playable becomes aware of the personal data breach. The registered information makes the Controller 

able to assess whether the personal data breach must be reported to the supervisory authority and 

whether the data subjects should be notified. 

Encryption of external communication 

Playable has introduced procedures to ensure that external communications connections are secured with 

strong encryption and that email and other communications containing sensitive personal information are 

encrypted in the shipment using TLS.  

 

Data protection responsible 

Playable has appointed a Data Protection Responsible with the overall responsibility for data processing. 

CHANGES DURING THE PERIOD FROM 1 JANUARY TO 31 DECEMBER 2023. 

Playable has made the following significant changes to the service and the associated technical and organ-

izational security measures and other controls during the period 1 January to 31 December 2023: 

 

● Playable has implemented GuardDuty in June 2023; Amazon Web Services own intrusion detection 
system which monitors the VPC-flowlogs and set off alarms in case of abnormal activity and blocks 
suspicious activity. 

● Playable has implemented Heysender in April 2023; An email sending service integrated in the 
Playable Platform to be used by the customers of the Playable Platform to send emails via the 
Platform. The service is optional. 

COMPLEMENTARY CONTROLS WITH THE CONTROLLER 

The Controller is obligated to implement the following technical and organisational security measures and 

other controls to reach the control objectives and thereby comply with the data protection legislation:   

● The Controller is responsible for ensuring that the administrators’ use of the Playable platform 
and the processing of personal data conducted in the system are in accordance with the data pro-
tection legislation. 

● The Controller controls the user privileges in the Playable platform, including who are allocated 
administrator access and which rights the individual administrators are allocated. 

● The data controller is responsible for ensuring that the administrators' use of the Playable plat-
form and the processing of personal data carried out in the system takes place in accordance with 
data protection legislation. 
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4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND THE RESULT OF TESTS 

We conducted our engagement in accordance with ISAE 3000, Assurance Reports Other Than Audits or Re-
views of Historical Financial Information.  
 
BDO has inspected procedures to obtain evidence of the information in Playable’s description of the sys-
tem, the design and operating effectiveness of the relating technical and organisational measures and 
other controls. The procedures selected depend on BDO’s assessment, including the assessment of the 
risks that the description is not fairly presented and that the controls are not appropriately designed or 
operating effectively.   
 
BDO’s test of the design and the operating effectiveness of the relating technical and organisational 
measures and other controls and their implementation has included the control objectives and related the 
control objectives and related control activities selected by Playable, and which are described in the 
check form below.  
 
In the test form, BDO has described the tests carried out which were assessed necessary to obtain reason-
able assurance that the stated control objectives were achieved, and that related controls were appropri-
ately designed and operated effectively for the period 1 January to 31 December 2023. 
 

Test procedures 

Test of the design of the relating technical and organisational measures and other controls and their im-

plementation was performed by inquiries, inspection, observation, and re-performance. 
 

Type Description 

Inquiry Inquiries of relevant personnel have been performed for all significant control activities. 

 

The purpose of the inquiries was to obtain knowledge and further information about imple-

mented policies and procedures, including how the control activities are performed, and to 

obtain confirmed evidence of policies, procedures, and controls. 

Inspection Documents and reports, which include information about the performance of the control, 

have been read for the purpose of assessing the design and monitoring of the specific con-

trols, i.e., whether the design of the controls is such that they are expected to be effective if 

implemented, and whether the controls are sufficiently monitored and checked at suitable 

intervals. 

 

Tests have been performed of significant system structures of technical platforms, databases, 

and network equipment to ensure that controls have been implemented, including for exam-

ple assessment of logging, back-up, patch management, authorisations and access controls, 

data transmission, and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 

the control has been implemented. 

Re-performance Controls have been re-performed to obtain additional evidence that the controls operate as 

assumed. 

 

With respect to the services provided by Amazon Web Service EMEA SARL within hosting, we have from in-

dependent auditor received the System and Organization Controls 2 (SOC 2) Type 2 Report for the sub-

data providers’ technical and organisational security measures and other controls for the period 2023.  

 

For the services performed by heysender within hosting, we have from independent auditor received an 

ISAE 3000 type 1 report on sub-data providers’ information security and measures in accordance with data 

processing agreement with Hey Group ApS customers at 12. October 2023. 
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These sub-processors’ and service organisations’ relevant control objectives and related controls are not 

included in Playable’s description of the system and relevant controls related to operation of the system. 
Thus, we have solely assessed the reports and tested the controls at Playable, which ensures appropriate 

supervision of the sub-processor’s compliance with the data processing agreement made between the sub-

processor and the data processor and compliance with the General Data Protection Regulation and the 

Danish Data Protection Act 

 

Result of test 

The result of the test made of technical and organisational measures and other controls has resulted in 

the following exceptions noted. 

 

An exception exists when: 

• Technical and organisational measures and other controls have not been designed or imple-
mented to fulfil a control objective, 

• Technical and organisational measures and other controls related to a control objective are not 
suitably designed and implemented or did not operate effectively throughout the period. 
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

 

Control area A 

Control Objective 

 Procedures and controls are followed to ensure that instructions regarding the processing of personal data are complied with in accordance with the data processor agreement entered into. 

Control objectives Test performed by BDO Result of test 

Entering into a data processor agreement with the Controller 

 

 The Data Processor has procedures for entering into 

written data processor agreements which are in ac-

cordance with the services provided by the Data Pro-

cessor. 

 The Data Processor applies a data processor agree-

ment template for entering into data processor agree-

ments. 

 When entering a written data processor agreement 

based on the data controllers’ template, the data 

processor uses a checklist to ensure that it can com-

ply with the data processor agreement. 

 Data processor agreements are signed and stored 

electronically. 

 Data processor agreements contain information about 

the use of sub data processors. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected Data Processor information security hand-

book and observed that there is a procedure for entering agree-

ments with the services provided by the Data Processor. 

 

We have inspected Playable uses a template for entering into 

data processor agreements. 

 

We have inspected, by random sampling, and observed that 

data controller’s agreements and instructions with customers 

use data processor template. 

 

We have observed that the data processors agreements are 

signed and stored electronically. 

 

We have inspected that data processor agreements contain in-

formation about use of sub data processors. 

  

 

 

 

No exceptions noted.  

Instruction for processing of personal data 

 

 Data processing agreement contains instructions from 

data controller(s) 

 The Data Processor obtains instruction for processing 

personal data from the Controller, in connection with 

entering into a data processor agreement. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected, by random sampling, and observed that a 

data processing agreement and related instructions have been 

entered into with customers who use the Playable platform. 

 

 

 

 

 

 

 

No exceptions noted.  Pe
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

Control area A 

Control Objective 

 Procedures and controls are followed to ensure that instructions regarding the processing of personal data are complied with in accordance with the data processor agreement entered into. 

Control objectives Test performed by BDO Result of test 

Compliance with instructions for processing of personal data 

 

 The Data Processor solely processes personal data as 

per instruction from the Controller. 

 The Data Processor has created and implemented 

written procedures regarding processing personal 

data to ensure that data is only processed based on 

instructions from data controllers.  

 The Data Processor procedures are reviewed and up-

dated regularly at least on a yearly basis. 

 The Data Processor verifies that it complies with in-

structions in active data processing agreements.  

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that the Data Processor solely processes per-

sonal data as per instruction from the controller, as described 

in data processors agreement template. 

 

We have inspected that the Data Processor has created and im-

plemented written procedures regarding processing personal 

data, to ensure that data is only processed based on instruc-

tions from data controller. 

 

We have inspected that the Data Processor procedure is regu-

larly looked over and updated, most recently in August 2023. 

 

We have inspected that Playable verifies that it complies with 

instructions in active data processing agreement. 

 

 

 

 

No exceptions noted. 

Communication of unlawful instructions to the Controller 

 

 The Data Processor has prepared a procedure for 

communication to the Controller when the Control-

ler's instruction is in contravention of the data protec-

tion legislation. 

 The Data Processor communicates immediately to the 

Controller, if the Controller’s instruction is in contra-
vention of the data protection legislation. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected Data Protection Policy for Playable ApS as 

Data Processor and observed that Playable has a procedure for 

communication to the Controller when the Controller's instruc-

tion is in contravention of the data protection legislation. 

 

We have asked Playable if they have experienced illegal instruc-

tion during the declaration period, and Playable have not expe-

rienced illegal instruction during the declaration period. 

 

 

 

 

No exceptions noted.  
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Risk Assessment 

 

 On an ongoing basis, risk assessment of potential risks 

for the accessibility, confidentiality and integrity of 

data is performed, in relation to the data subjects’ 
rights and freedoms. 

 The vulnerability of systems and processes is assessed 

based on identified threats. 

 Risks are minimised based on the assessment of their 

likelihood and consequence. 

 Risk assessments are updated on an ongoing basis 

when needed, but at least once a year. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has conducted two type of risk 

assessment for accessibility, confidentiality and integrity for 

Playable platform and AWS as a subcontractor. We have in-

spected that risk I based on the rights of the data subject.  

 

We have inspected that the risk assessments contain identified 

threats. 

 

We have inspected the risks are minimised based of their likeli-

hood and consequence. 

 

We have inspected that the risk assessment has been assessed 

June 2023 as version 9 and approved by Management in Novem-

ber 2023. 

 

 

 

 

No exceptions noted.  

Contingency plans in case of physical or technical incidents 

 

 The Data Processor has established a contingency 

plan, which ensures quick response time to restore 

the accessibility of and access to personal data in a 

timely manner, in case of a physical or technical inci-

dent. 

 The Data Processor has established periodic testing of 

the contingency plan with a view to ensure that the 

contingency plans are up-to-date and efficient in crit-

ical situations. 

 Tests of the contingency plans are documented and 

evaluated. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has established a contingency 

plan, which ensures quick response time to restore the accessi-

bility of and access to personal data in a timely manner, in case 

of a physical or technical incident. 

 

We have inspected that the contingency plan has been tested, 

and therefore the contingency plan is up-to-date and efficient. 

 

 

 

 

 

 

No exceptions noted. 
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Physical access control 

 

 Physical access control is established, which has re-

duced the possibility for unauthorised access to the 

Data Processor’s offices, facilities, and personal data. 

Only authorised personnel have access. 

 All access is registered and logged. 

 A regular and yearly control of the physical access se-

curity measures is performed. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for physical 

access control to Playable offices, facilities, and personal data. 

 

We have observed that in office hours it is possible to enter the 

facilities without any registration. Playable have established 

compensatory measures by defining that computer screens must 

be locked when leaving. Further, a screen lock is set to one mi-

nute and finally clean desk policies have been implemented. 

 

We have observed, by random sampling, that unmanaged desk 

is clean, and most computer screen locks were set to one mi-

nute. 

 

 

 

We have observed that screen lock policy is defined in the pro-

cedure, but for one laptop the screen lock policy is not imple-

mented in accordance with the determined policy. 

 

No further exceptions noted. 

Logical access control 

 

 The Data Processor has implemented procedures for 

user administration which ensures that user creation 

and deletion follow an uniform process and that all 

user creations are authorised. 

 User rights are assigned based on work-related needs. 

 Privileged user rights are assigned based on work-re-

lated needs. 

 Users and user rights are reviewed at least once a 

year.  

 The data processor has established logical access con-

trol for systems with personal information, including 

two-factor authentication. 

 The data processor has established rules for password 

requirements, which must be followed by all employ-

ees as well as external consultants. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable have implemented procedure 

for user administration which ensures that user creation and de-

letion follow a uniform process and that all user creations are 

authorised. 

 

We have inspected that Playable have procedure for user rights 

are assigned based on work-related needs. 

 

We have inspected that Playable have procedure for privileged 

user rights are assigned based on work-related needs. 

 

We have inspected that Playable at least once a year reviews 

users, user rights and user activities. 

 

 

 

We have observed that password policy is defined in the proce-

dure, but for one laptop the password policy is not imple-

mented in accordance with the determined policy. 

 

No further exceptions noted. 
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

 

 

We have inspected that Playable has established logical access 

control for systems with personal information, including two-

factor authentication. 

 

We have observed, by random sampling, that most user’s pass-
word was set according to the rules. 

 

 

Remote workplaces and remote access to systems and data 

 

 Remote access to the Data Processor's systems and 

data is via an encrypted VPN connection.  

 Remote access must go through two-factor authenti-

cation.  

 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for access to 

the Data Processor's systems and that data is accessed via an 

encrypted VPN connection and via two-factor authentication. 

 

 

 

 

No exceptions noted. 

External communication connections 

 

 External access to systems and databases, which are 

used to process personal data, is done through fire-

wall and VPN.  

 Exchange of personal data through e-mail is done by 

secure e-mail. 

 External communication connections are encrypted. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for access to 

systems and databases, which are used to process personal 

data, is done through firewall and VPN. 

 

We have inspected that Playable has a procedure for using se-

cure e-mail. 

 

We have inspected that Playable uses TLS1.2 for external com-

munications. 

 

 

 

 

 

 

No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Encryption of personal data 

 

 The Data Processor has implemented an encryption 

policy for encryption of personal data. The policy de-

fines the strength and protocol for encryption. 

 Portable media with personal data are encrypted. 

 When transmitting confidential and sensitive personal 

data via the internet and e-mail, encryption is ap-

plied. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for imple-

menting an encryption policy for encryption of personal data. 

The policy defines the strength and protocol for encryption. 

 

We have inspected that Playable has procedures for encryption 

of portable media with personal data. 

 

We have observed that Playable uses encrypted transmission. It 

was not possible to test encrypted e-mail as it is only used for 

data controller requests. 

 

 

 

 

No exceptions noted.  

Firewall 

 

 The Data Processor has configured firewall according 

to best practise. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We inspected that Playable has a procedure for configuration of 

firewall according to best practice. We have observed that the 

firewall is configured according to best practice. 

 

 

 

 

No exceptions noted.  

Anti-virus program 

 

 Anti-virus software is installed on all servers and 

workstations. 

 Anti-virus software is updated on an ongoing basis and 

updated with the latest version. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has a procedure for using and 

configuring anti-virus. 

 

 

 

We have observed that procedure for anti-virus is in place, but 

for one laptop antivirus is not installed.  

 

No further exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

We have inspected that Playable has procedure having antivirus 

installed and updated. We have observed, by taken samples, 

that workstations have installed anti-virus and updated.  

 

 

Vulnerability scanning and penetration testing. 

 

 At least once a year, vulnerability scanning/port scan-

ning of the Data Processor's network is performed. 

The result is documented in a report. 

 The Data Processor reviews the report and follows up 

on ascertained weaknesses. 

 The Data Processor processes/handles/mitigates any 

vulnerabilities based on a risk assessment.  

 The Data Processor has documented their han-

dling/mitigation of weaknesses found. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for vulnerabil-

ity scan at least every half year and penetrations once a year. 

 

We have inspected that Playable has received a penetration 

test report for 2023, and there are no high vulnerabilities. 

 

We have inspected that Playable has a procedure for han-

dling/mitigating any vulnerabilities based on a risk assessment. 

 

We have inspected that Playable has documented their han-

dling/mitigation of weaknesses found. 

 

 

 

No exceptions noted.  

Back-up and re-establishment of data 

 

 Back-up of systems and data is performed daily. 

 Restore test is performed once a year. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for back-up of 

systems and data. 

 

We have inspected that Playable’s backup of systems and data 

is performed daily. 

 

We have inspected that Playable does perform a restore test 

once a year. 

 

 

 

 

No exceptions noted. 
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Logging in systems, databases, and network, including logging 

of application of personal data. 

 

 All successful and failed attempts to access the Data 

Processor’s systems and data are logged. 

 All user changes in systems and databases are logged. 

 Logs are kept for 8 weeks. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for all suc-

cessful and failed attempts to access the Data Processor’s sys-
tems and that data are logged. 

 

We have inspected that Playable log all successful and failed 

access attempts. 

 

We have inspected Playable risk assessment regarding user 

change logs. We have been informed that user changes to per-

sonal data is not possible in the system. 

 

We have observed that Playable keeps logs for 8 weeks. 

 

 

 

 

No exceptions noted.  

Monitoring 

 

 The Data Processor has established a monitoring sys-

tem for monitoring of production environments, in-

cluding uptime, performance, and capacity. 

 The Data Processor is notified of identified alerts and 

follows up on these. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has established a monitoring 

system for monitoring of production environments, including 

uptime, performance, and capacity. 

 

We have observed that Playable receives alerts and follows up 

on the alerts. 

 

 

 

 

 

 

No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Testing, assessment, and evaluation of the efficiency of the 

technical and organisational security measures 

 

 The Data Processor tests, assesses and evaluates the 

efficiency of whether the technical and organisational 

security measures are appropriate in relation to the 

data handled on behalf of the Controller. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has tested, assessed, and eval-

uated the efficiency of whether the technical and organisa-

tional security measures are appropriate in relation to the data 

handled on behalf of the Controller. 

 

 

 

 

 

No exceptions noted.  

Development and sustainability of systems  

 

 The Data Processor works on the basis of privacy-by-

design principles in development and maintenance 

tasks. 

 Risk assessment of system changes has been per-

formed to ensure data protection through design and 

default settings.  

 

 

We have made inquiries of relevant personnel at the Data Pro-

cessor. 

 

We have inspected that Playable has a workflow for privacy by 

design in QA and production environments. 

 

We have inspected, by random sampling, that all changes are 

based on a risk assessment to ensure data protection. 

 

 

 

No exceptions noted 

Information security in development and changes 

 

 The Data Processor works on security-by-design prin-

ciples in development and change tasks. 

 A rollback plan is implemented in case of errors in the 

production environment. 

 User creation takes place as a starting point with the 

lowest user rights level. 

 Only the Data Processor’s developers have access to 
source code 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has an approved IT security 

policy. 

 

We have inspected that Playable has a procedure for a rollback 

plan. 

 

We have inspected that Playable has a procedure for creating 

only work-related user rights. 

 

 

 

No exceptions noted Pe
nn

eo
 d

ok
um

en
tn

øg
le

: D
SB

J2
-B

PT
CG

-V
FT

5Z
-S

IT
N

5-
CG

H
LQ

-Z
E5

7Y



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 26 of 39 

 

ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

We have inspected that Playable has a procedure for segrega-

tion of duties. 

 

We have been informed that all developers have access to pro-

duction environments. 

 

 

Segregation of development, test, and production environ-

ments 

 

 Segregation of duties between development and oper-

ation has been introduced. 

 Changes to functionality are tested before being put 

in operation. 

 Development and test are performed in development 

environments, which are segregated from production 

systems. 

 A version management system is used to register all 

changes in source code. 

 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for segrega-

tion of duties. 

 

We have inspected that Playable has a procedure for testing 

changes to functionality before being put in operation. 

 

We have inspected that Playable has a procedure for functional-

ity test before entering production. 

 

We have inspected that Playable has a procedure for segrega-

tion of development, QA, and production environments. 

 

We have inspected that Playable has a procedure for version 

management system to register all changes in source code. 

 

 

 

 

Segregation of duties in software development processes are 

defined and followed, but due to the size of the organisation, 

Playable’s Management has approved that developers have ac-
cess to deploy software changes from development environment 

into production environment.  

 

No further exceptions noted. 

Personal data in development and test environments 

 

 Fictional test data or anonymised data are used in de-

velopment and test environments. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has a procedure so fictional 

test data or anonymised data are used. 

 

 

 

 

No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Support assignments 

 

 Supporters access to and handling of personal data is 

given based on support tickets and the support’s 
work-related need. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has a procedure for support-

ers’ access and handling of personal data, which is given based 

on support tickets and the support’s work-related need. 

 

 

 

 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Information Security Policy 

 

 The Data Processor has prepared and implemented an 

information security policy. 

 The Data Processor has prepared and implemented a 

data protection policy. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has prepared and imple-

mented an information security policy. 

 

We have inspected that Playable has prepared and imple-

mented a data protection policy. 

 

 

 

 

No exceptions noted.  

Review of the information security policy 

 

 The Data Processor’s information security policy is re-
viewed and updated at least once a year.  

 The Data Processor’s data protection policy is re-
viewed and updated at least once a year. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable’s information security policy is 

reviewed and updated at least once a year. 

 

We have inspected that Playable’s protection policy is reviewed 

and updated at least once a year. 

 

 

 

 

No exceptions noted.  

Organisation of information security policy 

 

 The Data Processor has documented and established 

management control of information security. 

 The Data Processor has documented and established 

management control of the data protection policy. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has documented and estab-

lished management control of information security. 

 

We have inspected that Playable has documented and estab-

lished management control of data protection policy. 

 

 

 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Recruitment of employees 

 

 The Data Processor performs screening of potential 

employees before employment. 

 The Data Processor performs background check in ac-

cordance with the Data Processor’s procedure and the 

position, which the candidate is to take on.  

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for screening 

of potential employees’ CVs before employment. 

 

We have inspected that Playable performs a screening of crimi-

nal records before employment. 

 

By random sampling, we have inspected employment contracts.  

 

 

 

 

No exceptions noted.  

Resignation of employees 

 

 The Data Processor has prepared and implemented a 

procedure for resignation of employees at the end of 

the employment. 

 At resignation, the employee is informed that the 

signed confidentiality agreement is still applicable. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for resigna-

tion of employees at the end of the employment. 

 

We have inspected that Playable informs the employee that the 

signed confidentiality agreement is still applicable. 

 

 

 

 

No exceptions noted.  

Training and instruction of employees processing personal 

data. 

 

 The Data Processor conducts training of employees on 

an ongoing basis in accordance with data protection 

and information security and handling hereof. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected, that Playable conducts awareness training 

for employees on an ongoing basis in accordance with data pro-

tection and information security. 

 

 

 

 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

We have inspected that Playable has a procedure for new em-

ployees so that they only get access to data in accordance with 

their protection and information security training. 

 

 

Awareness and information campaigns for employees 

 

 The Data Processor performs information campaigns 

for employees on data protection and information se-

curity. 

 

 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable performs campaigns for em-

ployees on data protection and information security. 

 

 

No exceptions noted.  

Confidentiality and secrecy agreement with employees 

 
 All employees have signed an employment contract, 

which contains a section regarding confidentiality. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a contract template which 

contains a section regarding confidentiality. 

 

By random sampling, we have inspected signed contracts which 

all contains a section regarding confidentiality. 

 

 

 

 

No exceptions noted.  

Audit and inspection 

 

 The Data Processor makes available the information 

necessary to the Controller and the supervisory au-

thorities per request, in connection with audit and in-

spection of the Data Processor. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure which makes 

available the information necessary to the Controller and the 

supervisory authorities per request. 

 

 

 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

Upon request, we have been informed that there have been no 

requests for assistance to the data controller in relation to au-

dit and inspection during the declaration period, which is why 

we have not been able to test for implementation and effec-

tiveness. 

 

 

Records of processing activities 

 

 The Data Processor has established a record of pro-

cessing activities as Data Processor. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has established a record of 

processing activities. 

 

 

 

 

No exceptions noted.  

Storage of the record 

 

 The record is stored electronically on the Data Pro-

cessor’s system/file drive. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable store the record electroni-

cally. 

 

 

 

No exceptions noted.  

The Danish Data Protection Agency's access to the record 

 

 The Data Processor hands over the record at the re-

quest of the Danish Data Protection Agency. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for handing 

over the record at the request of Danish Data Protection 

Agency. 

 

Upon request, we have been informed that there have been no 

requests for the release of the record during the declaration 

 

 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control objectives Test performed by BDO Result of test 

period, which is why we have not been able to test for imple-

mentation and effectiveness. 
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Control area D 

Control Objective 

 To ensure that the Data Processor can delete and return personal data when the service regarding the processing has terminated, in accordance with instruction from the Controller. 

Control objectives Test performed by BDO Result of test 

Deletion or returning of personal data. 

 

 The Data Processor deletes or return the Controller's 

personal data per instruction, at termination of the 

main agreement.  

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have been informed, at no Controller’s has requested dele-
tion or returning of personal data in the period. 

 

 

 

 

No exceptions noted.  
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Control area E 

Control Objective 

 Procedures and controls are followed, which ensure that the data processor only stores personal data in accordance with the agreement with the data controller. 

Control objectives Test performed by BDO Result of test 

Storage of personal data 

 

 Personal data is contained so it is unavailable for un-

authorised people. 

 The Data Processor’s personal data can only be ac-

cessed based on work-related needs. 

 Confidential digital personal data is kept in encrypted 

format. 

 Physical material containing personal data is kept 

sealed. 

 Personal data is kept only as long as there is a legiti-

mate reason for the use/storage. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for containing 

personal data, so it is unavailable for unauthorised people. 

 

We have inspected that Playable has a procedure for personal 

data only being accessed based on work-related needs. 

 

We have inspected that Playable has a procedure for encryption 

of data at rest. 

 

We have inspected that Playable has a procedure for keeping 

physical material with personal data sealed. 

 

We have inspected that Playable has a procedure for keeping 

personal data as long as there is a legitimate reason for the 

use/storage. 

 

 

 

 

No exceptions noted.  

  
  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: D
SB

J2
-B

PT
CG

-V
FT

5Z
-S

IT
N

5-
CG

H
LQ

-Z
E5

7Y



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 35 of 39 

 

ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

  

Control area F 

Control Objective 

 Procedures and controls are followed to ensure that only approved sub-processors are used, and that the data processor, by following up on their technical and organisational measures to 

protect the data subjects' rights and the processing of personal data, ensures satisfactory processing security. 

Control objectives Test performed by BDO Result of test 

Sub data processor agreement and instruction 

 

 The data processor agreement with the sub data pro-

cessor contains privacy information regarding data 

processors information. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable use AWS and heysenders as sub 

data processors. We have inspected the agreement of those sub 

processors including data processor agreements. 

 

We have inspected that new sub-processer have been informed 

to Controller in accordance with the agreement. 

 

We have inspected that agreement regarding data protection 

and storage of data are in accordance with agreed agreements 

within EU. Further, we have inspected that AWS has joined EU-

U.S. Data Privacy Framework.  

 

 

 

 

We have identified that AWS as a sub-processor has joined the 

new transfer basis EU-U.S. Data Privacy Framework, which en-

tered into force on 10 July 2023. 

  

Playable has explained that there has been no transfer of per-

sonal data to unsafe third countries before 10 July 2023 or 

transfer to third countries after 10 July 2023. 

 

No further exceptions noted.  

 

Approval of sub data processors 

 

 The Data Processor only uses approved sub data pro-

cessors. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable only uses approved sub data 

processor. 

 

 

 

 

No exceptions noted.  

Changes to approved sub data processors. 

 

 The Data Processor has prepared an appropriate pro-

cess with the Controller for change of approved sub 

data processors. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has prepared an appropriate 

process with the Controller for change of approved sub data 

processors. 

 

 

No exceptions noted.  
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Control area F 

Control Objective 

 Procedures and controls are followed to ensure that only approved sub-processors are used, and that the data processor, by following up on their technical and organisational measures to 

protect the data subjects' rights and the processing of personal data, ensures satisfactory processing security. 

Control objectives Test performed by BDO Result of test 

 The Data Processor communicates to the Controller 

when changing sub data processors in connection with 

general approval of sub data processor. 

 The Controller may object to changing sub data pro-

cessor. 

 When changing sub data processor, the Data Proces-

sor must have a new preceding specific written ap-

proval from the Controller.  

 

Upon request, we have been informed that there have been no 

changes of sub data processor during the declaration period, 

which is why we have not been able to test for implementation 

and effectiveness. 

 

 

Overview of approved sub data processors 

 

 The Data Processor has an overview of approved sub 

data processors. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has a list of approved subcon-

tractors which the sub data processor (AWS) is part of. 

 

 

 

No exceptions noted.  

Supervision of sub data processors 

 

 The Data Processor performs supervision, including 

obtains and reviews the sub data processor's audit 

opinions, certifications, etc. 

 The Data Processor performs supervision of the sub 

data processor based on a risk assessment.  

 The Data Processor performs supervision of the sub 

data processor at least once a year.  

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for supervi-

sion, including for obtaining and reviewing the sub data proces-

sor's audit opinions, certifications, etc. 

 

We have inspected that Playable performs supervision of the 

sub data processor based on a risk assessment at least once a 

year. 

 

 

 

 

 

No exceptions noted.  
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

Control area H 

Control Objective 

 Procedures and controls are followed, which ensure that the data processor can assist the data controller with the provision, correction, deletion, or restrictions of information on the pro-

cessing of personal data to the data subject. 

Control objectives Test performed by BDO Result of test 

The data subjects’ rights 
 

 The Data Processor has prepared a procedure for as-

sistance to the Controller at fulfilling the data sub-

jects’ rights. 

 It is possible to provide insight into all information 

registered in (system/service). 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable has a procedure for assistance 

to the Controller at fulfilling the data subjects’ rights. 
 

Upon request, we have been informed that there has been no 

request to provide insight into any information during the dec-

laration period, which is why we have not been able to test for 

implementation and effectiveness. 

 

 

 

No exceptions noted.  
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

 

Control area I 

Control Objective 

 Procedures and controls are followed to ensure that any security breaches can be handled in accordance with the relevant data processor agreement. 

Control objectives Test performed by BDO Result of test 

Communication of personal data breach 

 

 The Data Processor communicates to the Controller 

the personal data breach without undue delay. 

 The Data Processor updates the Controller on all in-

formation relevant and necessary when the infor-

mation is available to the Data Processor. 

 Communication between Data Processor and Control-

ler is documented and stored. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has a procedure for communi-

cating to the Controller the personal data breach without undue 

delay. 

 

Upon request, we have been informed that there has been no 

personal breach during the declaration period, which is why we 

have not been able to test for implementation and effective-

ness. 

 

 

 

 

No exceptions noted.  

Identification of personal data breaches 

 

 The Data Processor performs surveillance for detect-

ing breached on the personal data security. 

 The Data Processor has prepared a procedure for as-

sessing and identifying personal data breaches. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor.  

 

We have inspected that Playable has educated all personal to 

discover breaches of the personal data security. 

 

We have inspected that Playable has a procedure for assessing 

and identifying personal data breaches. 

 

 

 

 

No exceptions noted.  

Registration of personal data breaches 

 

 The Data Processor registers personal data breaches 

in the data breach log. 

 The Data Processor has prepared and implemented a 

procedure for experience gathering when personal 

data is breached. 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable registers personal data 

breaches in a data breach log. 

 

 

 

No exceptions noted.  
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ISAE 3000 ASSURANCE REPORT  PLAYABLE APS 

Control area I 

Control Objective 

 Procedures and controls are followed to ensure that any security breaches can be handled in accordance with the relevant data processor agreement. 

Control objectives Test performed by BDO Result of test 

We have inspected that Playable have implemented a proce-

dure for experience gathering when personal data is breached. 

 

 

Assisting the data controller with handling personal data 

breaches 

 

 Procedures for assistance to the Controller when as-

sisting in relation to articles 33-34 and 36 have been 

prepared. 

 

 

 

We have interviewed relevant personnel with the Data Proces-

sor. 

 

We have inspected that Playable have procedures to the Con-

troller when assisting in relation to articles 33-34 and 36 have 

been prepared. 

 

 

 

 

No exceptions noted.  
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            Playable ApS_Declaration ISAE 3000 GDPR_FSR_ Periode 2023
            DSBJ2-BPTCG-VFT5Z-SITN5-CGHLQ-ZE57Y
            SHA-256
            ed5646e9e68ac8fecdaf950ea8e4623dbc42bf37df717d3ed4c5f6a638e67f29
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
         DrGoaxkPRl9kGUKbdYm1PIKhD9ltGlCWYeGc4Dy8G8c=   SkCEpxYXztTsM/mqs+aPG/d4txw6QOwMWdwm2eiTURA= 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 AQAB  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     2024-01-16T13:17:52.311Z     iSaQo0lYoiJ0eCIztTkcjgg5hDWyzQ4A7Hz3eZjVXpk=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 300516134235159239433663348964689153524770735916     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



            
                
            
            Playable ApS_Declaration ISAE 3000 GDPR_FSR_ Periode 2023
            DSBJ2-BPTCG-VFT5Z-SITN5-CGHLQ-ZE57Y
            SHA-256
            ed5646e9e68ac8fecdaf950ea8e4623dbc42bf37df717d3ed4c5f6a638e67f29
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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